
STRUCTURAL AND CULTURAL CONTEXT: 

 
Elements of an Effective Transparency Regime 
An effective transparency regime could have various elements. Chronologically, it is 
often preceded by the mobilisation of support within and outside the government, and in 
the media, legislature, and judiciary. This is important not only to ensure that a law 
facilitating the exercise of the right to information is passed, but also to influence the 
nature of legislation and to ensure that the law, once passed, is used.  
 
Concurrently, it might be desirable to mobilise expert groups who can engage with the 
government and influence the drafting of the proposed legislation, and who can help 
mandate it among different stakeholders. Lobbying groups could be useful to pressurise 
governments to quickly pass the law, in the form suggested, and to then fight for the 
implementation of the law. 
 
Perhaps the most critical element of an effective transparency regime is the existence of a 
reasonable right to information law with provisions for an independent appellate 
mechanism, for stringent penalties, and with strong suo moto provisions. Equally 
important is the appointment of fair and independent functionaries, especially to the 
independent appellate authority. 
 
The next step might very well be to raise awareness among the public, especially on how 
the law can positively affect their lives. Often there is the additional need to dispel 
cynicism (and fear of adverse consequences) from the minds of the people. 
 
Equally important could be the orienting and sensitization of the information providers, 
especially within the government. There usually is a need to develop institutional and  Finally, IPs could be expected to proactively (without being asked) put an increasing 

 
 
Cultural and Structural Factors Affecting a Transparency Regime 



Transparency regimes appear to do best where people feel a sense of empowerment, 
especially in terms of holding their government answerable and, where necessary, of 
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Prologue: Unearthing the Goblet

Carlton Davis is Jamaica’s Cabinet Secretary, the country’s most se-
nior public servant. In July 1993, on one of his first days on the 
job, he took a walk around his new domain and discovered a room 
full of papers. There were piles and piles of documents. Rooting 
around, coughing with the dust, he moved one particularly large 
tower only to discover beneath it a silver goblet. Polishing it with 
the sleeve of his jacket, he read to his amazement that it was a 
special commemorative Olympic trophy that had been awarded 
to the successful Jamaican athletics relay team decades before. It 
was a national treasure, yet it had been literally buried in papers. 
What other nuggets of history or critical information were lost in 
the chaos of unorganized and discarded documents? A scientist by 
training, he understood the value of learning from the past and the 
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importance of good documentation to make this possible, and was 
greatly concerned by what he had found. Looking back now, Davis 
traces his commitment to access to information to that moment. 
He recognizes the value of access as a human right and the role in-
formation can play in engaging citizens. But equally so, as a leader 
in Jamaica’s quest for modernization in public service and more 
efficient governance, he believes that a well-implemented access to 
information law is an instrument that governments can use to learn 
from past successes and mistakes.

Introduction

Davis is one of a new breed of public servants determined to chal-
lenge a culture of secrecy, whose commitment will determine wheth-
er the host of legal and institutional changes described throughout 
this book lead to significant and lasting transformation in the re-
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formation law because he wanted his citizens to have faith in the 
state government and therefore begin paying their taxes. In all of 
these cases, generally there has been a greater emphasis on imple-
mentation so that the benefits of the law are realized.

But where a government has passed the law to satisfy an interna-
tional financial institution as a “condition” for loan or debt relief or 
to join an intergovernmental organization, regional trade group, or 
common market, its true commitment to full implementation may 
be in question. For example, in both Nicaragua and Honduras, the 
executive branch included the passage of an access to information 
law as one of the conditions to receive debt relief under the Highly 
Indebted Poor Countries Program of the World Bank and IMF. Until 
recently, both countries had suffered from a lack of enthusiasm from 
other sectors, most prominently the legislative branch, and passage 
of the law remains elusive.

Whatever the underlying reason for establishing a transparency 
regime, after a decade of proliferation of access to information laws, 
with around seventy countries now enjoying a legislated right to in-
formation, it is clear that the stimulus of both a supply of informa-
tion and a demand is the key to meeting the policy objectives. This 
supply-demand intersection is a fundamental part of our hypothesis 
for effective implementation and use of the law. This chapter will 
focus on the government side of the equation—the “supply side”—
where there is a new body of knowledge arising from the legislative 
explosion of the past decade. Examples from Latin America, the Ca-
ribbean, and South Africa will highlight the recent lessons learned.

Notwithstanding the emphasis on the “supply side,” ensuring the 
success of an ATI law is a matter of co-responsibility. Not all the burden 
lies with government: citizens, civil society and community organiza-
tions, media, and the private sector must take responsibility for moni-
toring government efforts and using the law. Without an adequately 
developed “demand side,” the law is likely to wither on the vine. In 
other words, the demand and supply sides must match, and where 
they intersect will determine the quality of the transparency regime.

Great focus continues to be placed on passing access to informa-
tion laws; model laws have been widely distributed, with specific ver-
sions for Africa and most recently Latin America and the Caribbean,1 
and many countries around the world have heeded the call to enact 
them. Nevertheless, experience has proven that passing the law is 
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the easier task. Successful implementation of an open information 
regime is often the most challenging and energy-consuming part for 
government. And yet, without effective implementation, an access to 
information law—however well drafted—will fail to meet the public 
policy objectives of transparency.

Diagnosing the Implementation Challenge
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new laws that serve no one.6
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corruption, in 2000, the interim president, Valentine Paniagua, is-
sued a presidential decree supporting a right to public information 
held by the executive. Laudable in its purpose, this unilateral decree 
was not fully applied or utilized. Although the newly passed legisla-
tion does not greatly expand on the decree, the manner in which it 
was promulgated, with civil society advocacy and debate, has led to 
increased legitimacy, implementation, and use.

Civil society alone may not be sufficient to ensure full imple-
mentation of an access to information law. However, where there 
are strong advocates, government and information holders’ failure to 
comply is more often noticed and challenged. Thus, committed civil 
society organizations serve as a counterbalance to faltering imple-
mentation efforts. Through continued use of the law and monitor-
ing, implementation problems may be highlighted and the govern-
ment obligated to assign greater emphasis and resources to resolve 
obstacles. Without civil society engagement, administrators could 
simply allow the right to fade away from neglect and disregard.

Vanguard Steps

Like Peru’s former president Paniagua, other government leaders 
are increasingly seeking means to demonstrate their commitment to 
transparency without waiting for completion of the law-making and 
implementation phases. If the process of passing the law includes 
consensus building and sufficient time for effective implementa-
tion is afforded, it potentially could be years before anyone could 
exercise his or her right to information. Moreover, in some contexts 
the fragmentation, weakness, or skepticism of the legislature has 
blocked the passage of a comprehensive law. Thus, in an attempt to 
satisfy citizen desire for more immediate results and to learn critical 
implementation lessons earlier, executives are experimenting with 
tools other than legislation, such as Supreme Decrees and voluntary 
openness strategies.

For example, in Peru, Argentina, and Bolivia, supreme decrees 
that carry the weight of law were issued to promote transparency. 
Such decrees can be accomplished quickly, demonstrate government 
commitment and political will, begin the process of shifting the cul-
ture of secrecy, provide implementation experience, and serve as a 
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preoccupied with the exemptions section, to the exclusion of other 
key provisions. While national security exceptions may be more in-
teresting and controversial than the implementation procedures, 
they are often much less important in determining the bill’s overall 
effectiveness in promoting real transparency. In Peru, there were 
months of productive meetings between the Press Council and the 
armed forces to negotiate and agree on the national security exemp-
tions. However, this same energy was not invested in designing the 
archival system or appeals process.

Focusing exclusively on the exemptions is misguided. In reality, 
if governments are determined to withhold information for whatever 
reason, they will do so regardless of the exactness with which the 
exceptions to access are written in the law. Thus, more emphasis 
must be given to the procedures for legal challenge when and if the 
exemptions are used to shield information. Issues such as manda-
tory publication of certain information, time limits for completion 
of information requests, administrative duty to assist the requester, 
costs for requests and copying, sanctions for failure to comply, re-
porting requirements, and appeals procedures must receive much 
greater attention. These practicalities ultimately will determine the 
value and usability of such a law for ordinary citizens.

For example, there needs to be greater detail in the law or regu-
lations on the procedures for implementing and applying the leg-
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Second, the primacy of the ATI law must be clearly stated within 
the law’s text. There is often other extant legislation that deals with 
information—whether it is on archiving, official secrets, the armed 
forces, banking, or public administration. Canvassing the multitude 
of laws that speak to the issue of information would be difficult and 
time-consuming for both the requester and the civil servant who 
must respond. Arguably, if a public servant were expected to review 
each potential law and article related to the subject matter of each 
request, the response time would be enormous and the result likely 
to be a denial. To eliminate conflict of laws, promote full implemen-
tation, and reduce confusion among stakeholders, it is critical that 
the access to information law is the overriding legislation. The ATI 
law should clearly state that it governs all requests and capture all 
exceptions to release.

The state of Sinaloa, Mexico has one of the most advanced and 
modern access to information laws in the region. Passed before the 
federal law, it has been in effect since April 2002. During the initial 
period of application, the government has identified the failure to ex-
plicitly state the primacy of the law as one of its major flaws. Because 
of the problems and delays encountered, such as confusion and op-
portunity to subvert the objectives of openness, the implementers are 
already requesting an amendment or modification to clearly state that 
in questions of information, the access to information law will govern. 
The same has proven true in Jamaica, where the Information Officers 
have joined civil society efforts to amend the Access to Information 
Act to unquestionably apply as supreme over all requests.

Implementation of the Law

Robust implementation is very difficult to achieve, and thus far in-
sufficient attention has been paid to the multitude of obstacles and 
potential solutions. As the British minister responsible for its Free-
dom of Information law argued the year before it came into effect, 
“Implementation has been beset by three problems. . . . A lack of 
leadership. Inadequate support for those who are administering ac-
cess requests. And a failure to realize that Freedom of Information 
implementation is not an event: it is a process which demands long-
term commitment.”14
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The Politics of Implementation

Effective implementation demands political commitment from the 
top, both to ensure that the necessary resources are allocated and to 
overcome entrenched mindsets of opacity. The resource demands 
are significant, particularly in societies where a culture of secrecy 
has dominated the past and where there are no processes already in 
place to facilitate the archiving and retrieval of documents.

Most governments are accustomed to working in a secretive 
fashion. The notion of transparency is invariably far beyond the 
range of experience and mind-set of most public bureaucrats. 
Therefore, a fundamental mind shift is necessary, prefaced with 
political will for a change in approach. The mind-set of opacity is 
common; it seems that in general, bureaucrats have developed an 
ingrained sense of ownership about the records for which they are 
responsible. Releasing them to the public is akin to ceding control 
and, therefore, power.

Moreover, comprehensive information regimes can take an 
enormous amount of energy and resources. Daily, governments 
are faced with a myriad of priorities and the reality that there are 
not enough resources in the national reserves to meet all demands. 
In a recent study of efforts to implement the new law in Great 
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unit for information. Ongoing costs would include annual salaries 
and benefits for information officers, ongoing training related to re-
cord keeping and the law, promotional and awareness-raising activi-
ties, overhead and rental for related offices, equipment maintenance 
fees, paper, and other costs related to provision of documents. The 
exceptional category may cover items such as extraordinary litigation 
costs or large seminars.

In practice, many of the resources applied toward the needs of 
an access to information regime are drawn from existing budgeted 
items. For instance, rather than hire a new staff person, the admin-
istration gives already employed civil servants additional responsi-
bilities; computers are used for more than one purpose; or overhead 
costs are not broken down. Specific cost information is available in 
only a few countries in the Western Hemisphere, and generally only 
in those like Mexico, where there is a separate line item in the overall 
federal budget. However, there are some cost figures that can guide 
the discussion. For example, in Mexico the first annual budget for 
the Federal Institute for Access to Information was US$25 million. 
This provides the “Rolls Royce” version of access to information, 
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without doing any work. In Uganda, when the amount of monies 
destined for local schools was made public, the percentage that 
reached the schools went from an estimated less than 20 percent to 
more than 80 percent.

Nevertheless, in light of increasing social demands and worsen-
ing economies, governments continue to face the political dilemma 
of servicing the needs of the access to information regime over other 
programming, and articulating the overall benefit (versus cost) of 
good governance.

The choice of agency or individual to implement the new access to in-
formation regime is a political decision that may determine whether 
the law succeeds. Nominating a lead implementer with sufficient se-
niority, respect, and power will provide the foundational message to 
other parts of the administration, public service, and civil society that 
the government is serious in its efforts. As the Canadian Information 
Officer stated in his annual report to Parliament, the person charged 
with implementing the access to information must be sufficiently se-
nior that he or she is confident in making the difficult decisions and 
must carry the weight to encourage others in promoting the objec-
tives of transparency through the release of information. “Good poli-
cies . . . need champions if they are to be effectively implemented.”17 
In identifying leaders, it is important to cultivate these “champions” 
at key nodal points in government. The political leadership of people 
such as Jamaican Carlton Davis or Mignone Vega, Director for Com-
munications for the Presidency of Nicaragua, has assured that imple-
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transition to democracy in early 1995, when then Deputy President 
Thabo Mbeki appointed a task force to produce a white paper on ac-
cess to information. The task force was high level, including one of 
Mbeki’s most trusted lieutenants and one of the country’s most highly 
regarded human rights scholars. Though its report attracted much 
attention, as the process of finalizing the law became protracted, the 
energy of the group dissipated. Ultimately, responsibility for the final 
passage of the law was transferred to the Ministry of Justice, one of the 
busiest departments of government and one that has proved singu-
larly ill-equipped to master the challenge of implementation. Political 
leadership has been conspicuous by its absence. At a meeting between 
the then Minister of Justice Penual Maduna and a group of visiting 
deputies from Armenia in January 2003, the minister appeared ill-
briefed on the implementation of the law and informed his visitors 
that his department was fully complying and had not been the subject 
of any appeals. This was inaccurate. Not only have there been several 
appeals against refusal, but his department was at the time the subject 
of two pieces of litigation under the act. This absence of leadership in 
implementation, seen also in Belize and Trinidad and Tobago, has led 
to inconsistent implementation and compliance with the law.
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However, as developing democracies seek to professionalize 
public service, tools such as access to information can support this 
objective. In Bolivia during a recent workshop on access to informa-
tion implementation, the civil servants identified an access to infor-
mation law as a means of protecting themselves from arbitrary deci-
sion making by politicians and a way to diminish untoward political 
pressures. These more senior public functionaries also listed such 
benefits as increasing efficiency, reducing bureaucracy, and identify-
ing and eliminating bottlenecks.

In Jamaica, the civil service association recognized the oppor-
tunity the access to information law provided to enhance customer 
service and more clearly demonstrate who was responsible for poor 
policy choices, i.e., the political masters. Thus, Mr. Wayne Jones, 
the President of the Civil Service Association, accepted a lead role 
in promoting the passage and implementation of a comprehensive 
access to information law. The union’s stance also has led to greater 
buy-in from the relevant front line workers.

Government System Building: Developing the Supply Side

Governments must establish the internal systems and processes to 
generate and provide information and training of civil servants to 
ensure understanding and compliance—the mechanics of the sup-
ply side.

If there are no records to be found, or they are so unorganized that 
locating them becomes an insurmountable obstacle, the best access 
to information law is meaningless. In order to respond to requests, 
an adequate information management system must be designed 
and established. This is not an easy task.19

Many countries that have recently passed ATI laws, such as Mex-
ico and Peru, have rather precarious record-keeping traditions. In 
countries with previously authoritarian governments, such as South 
Africa, many records have been lost or deliberately destroyed. Gov-
ernment officials in Argentina tell of their difficulty in receiving doc-
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positive or negative consequences, and there needs to be an effective 
mechanism for evaluating agency actions.”24 The committee suggest-
ed that appropriate incentives be established for proper management 
and protection of records as “valuable Government assets.”

Perhaps more damaging to the establishment and maintenance 
of files is the widespread misconception by civil servants and elected 
officials that the documents they generate belong to them. We have 
heard this view from Argentina to Bolivia to Jamaica and Belize, all 
the way to the U.S. state of Georgia. Thus, when leaving their post 
or retiring, they take the files home with them—and they are forever 
lost to the archiving system.

Even when past documents are available, the task of order-
ing them is monumental, and potentially unrealizable. In terms 
of human and financial resources, the start-up costs can become 
astronomical for the organization of hundreds of years of docu-
ments. Rather than allow this to become an insurmountable obsta-
cle to the government’s willingness to pass the law, some advocates 
pragmatically suggest that in the initial stages of an information 
regime, governments ignore past documents and establish an ar-
chiving system for future information. In terms of citizen needs, 
often the contemporary documents such as budgets, policy deci-
sions related to education and health, and information on crime 
and justice are of greatest value. Governments concerned with 
scarce resource allocation, such as Nicaragua, have considered fo-
cusing their record-keeping reforms on current and future gener-
ated documents, and then, over time, ordering the vast quantity of 
historical information.

Electronic documents have created a new set of problems and 
needs for record keeping and archiving. A comparative study of the 
implementation of access to information laws in the Commonwealth 
of Australia, New South Wales, Queensland, and New Zealand found 
that “across all four jurisdictions, we encountered concern bordering 
on alarm at the implications of the growth of email. We encoun-
tered few examples of systematic filing and destruction of email, nor 
of any central protocols for how emails should be stored.”25 As the 
modern trend of electronic communication and documentation con-
tinues, record-keeping systems will need to respond.

Part of this process of organizing and identifying records in-
volves the creation of “road maps” of the documents that exist. This 
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taking the implementation issue seriously.32 Things to look for would 
be training and the development of a manual for line managers and 
information officers and/or their units, and internal rules relating to 
good practice and important procedural matters such as compliance 
with time limits. Also, there should be a thorough internal system 
for recording requests, such as an electronic database that can itself 
by subjected to public and parliamentary scrutiny.

Given its history and role in the oppression perpetrated by the 
apartheid state, it is somewhat surprising and ironic that of the 
twenty-six national government departments in South Africa, the 
Department of Defence has shown the greatest commitment to 
implementing the law properly. A Johannesburg-based NGO, the 
South African History Archive (SAHA), already had discovered that 
Defence was performing surprisingly well when, in contrast to other 
departments, it dealt with many of the requests SAHA submitted 
efficiently and courteously. SAHA’s diagnosis accorded with that of 
the OSI study and ODAC (Open Democracy Advice Centre)’s own 
assessment. The Department of Defence had put in place a number 
of specific steps to implement the act that could be emulated in other 
agencies, including:

• a manual and implementation plan;

• a register of all requests;

• human resource allocation to the Promotion of Access to Infor-

mation Act (PAIA) even though there is no special budget;

• designation of the CEO as the Information Officer and all divi-

sion chiefs as Deputy Information Officers, with assistants han-

dling PAIA requests;

• establishment of a PAIA subcommittee that deals with major 

issues—e.g., disclosing information on arms procurement con-

tracts, sensitive information, and large-volume requests;

• provincial departments sending the requests to the head office to 

process.

In contrast, bodies performing badly either had not instituted sys-
tems or had systems that were not functioning.33

Information Officers and Training. In addition to internal systems, there 
is a need for line managers responsible for implementation and re-
sponding to requests. Most modern ATI laws create information officers 
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The first workshop asked the simple question: What needs to 
happen to effectively implement the new access to information law? 
The workshop identified a lack of political will and resources—
human and financial—as the chief obstacles to effective implemen-
tation. The second workshop focused on prioritizing key activities. 
It found that some aspects, such as the appointment and training of 
access to information officers and passage of the necessary regula-
tions to operationalize the act, had been neglected. These sessions of 
shared experiences and problem solving allowed government to take 
the necessary decision to postpone implementation with less fear of 
civil society reprisal.

As the Jamaica example demonstrates, it is often managerial 
weaknesses rather than flagging political will that slows implemen-
tation or creates the greatest obstacles. The delay in putting the 
Jamaica law into effect had much more to do with lack of prepared-
ness than government fear. In Great Britain, Parliament heard 
evidence from government departments that a failure to share 
best practice across sectors led to delays and inconsistent mes-
sages.37 Identifying key managerial or logistical weaknesses, shar-
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the Mexican Federal Institute for Access to Information (IFAI) or the 
Jamaican Access to Information Unit, allows the government to pro-
vide a uniform and focused response to problems and demonstrates 
clear commitment. In contrast, in Peru, each ministry or agency is 
to have a designated access to information person, but there is no 
federal coordinating body. In the United States, agencies set their 
own policy, creating a patchwork system and uneven implementa-
tion of the law that provides users vastly different experiences across 
government. In South Africa, no special unit has been established to 
oversee implementation; the responsibility for the ATI law has been 
simply added to the long list of responsibilities ordinarily carried 
by the director-general (permanent secretary) of each line function 
ministry or agency.

The IFAI has a mandate emanating from the access to informa-
tion law, whereas the Jamaica unit was created spontaneously as a 
means for addressing all implementation issues. As the IFAI is au-
thorized by statute, it is a “legal” body and has enjoyed a budget suf-
ficient to meet its objectives and tasks. This has not been the case for 
Jamaica, where the ATI Unit has been dependent on monies from 
the Information Minister in the Office of the Prime Minister, and its 
existence depends on the good will of the minister.

Experience has demonstrated that specialized coordination 
units are necessary beyond the implementation phase, particularly 
for education, training, and monitoring. In Trinidad and Tobago, 
the Freedom of Information Act went into force on February 20, 
2001. Shortly thereafter, a Freedom of Information (FOI) Unit was 
established to provide technical and legal guidance to government 
bodies, raise citizen awareness of the new law, and monitor and 
report on implementation efforts. The Cabinet initially authorized 
the FOI Unit for one year and then extended it until September 
30, 2003, when the unit was disbanded. Even before its termina-
tion, the size of the staff was being reduced. Although there have 
been no quantitative studies to determine the effect of the unit’s 
discontinuance, some statistics serve to indicate its importance and 
continued need. In the period of August–November 2001, when 
the FOI Unit was active in training civil servants and educating 
citizens, there were 37 requests for information and 88 quarterly 
reports received from government, representing 55 percent of all 
agencies mandated to submit reports. For the same period in 2002, 
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Mexico, Peru, and South Africa, the governments gave themselves one 
year or less to put the law into effect. In each case, they soon discovered 
the many obstacles. Although most of these countries pushed through the 
implementation in the prescribed time, many of the necessary procedural 
details had not been resolved. In Jamaica, the government was forced to 
postpone the date the law would come into effect three times and amend-
ed the enabling legislation to allow for phased commencement.

Given that a stumbling start may undermine a law’s legitimacy, 
longer lead times for implementation are preferable. The time pe-
riod must be long enough to build public-sector capacity and inform 
citizens of their rights, but not so long as to reduce momentum or 
make the government appear to be faltering in the commitment to 
transparency, as occurred during the UK’s five-year implementation 
period. During this phase, government will generally focus on estab-
lishing procedures, passing regulations, and preparing or updating 
record management.

But government leaders and civil society groups need to ensure 
that a longer lead time is not used for mass record destruction. In 
Japan, a “surge in the destruction of documents eligible for disclo-
sure under the Freedom of Information Law by 10 central govern-
ment offices” was reported in the lead up to the law coming into 
effect. The report claims that, for example, “the agriculture ministry 
scrapped 233 tons of documents in fiscal 2000, a 20-fold increase on 
the 11 tons destroyed in fiscal 1999.”41

A potentially successful model for implementation is a phased-in 
system whereby the law becomes effective first in a few key ministries 
and agencies and then is phased in over a specified period of time 
until all of government is online. This approach creates models that 
can be more easily amended or altered to address emerging problems, 
before they overwhelm the entire information system. As Maurice 
Frankel of the Campaign for the Freedom of Information in Great 
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During the initial phase, responsible civil servants should meet 
regularly to discuss systems capability and lessons learned, and ensure 
that these are widely shared and applied by the next set of agencies 
in which the law goes into effect. The government should capitalize 
on this time to complete and approve any necessary regulations and 
internal policies. And interested NGOs and citizens should become 
more familiar with the law’s value and defects, make requests, learn 
how to effectively monitor government implementation efforts, and 
engage positively with the first-round implementers.

A potential disadvantage to the phased-in approach is that gov-
ernments may choose to put nonessential ministries or unimportant 
agencies in the first round of implementation, thus sending a signal 
that they are not serious about transparency. Alternatively, they may 
find that citizens are making more requests than expected or solicit-
ing the most sensitive and embarrassing information. This reality 
check could cause the government to delay further implementation. 
Moreover, citizens may become frustrated as requests are transferred 
to government entities not yet in effect. Therefore, in a phased-in ap-
proach, we encourage timelines for each phase to be established as 
part of the enacting legislation or regulations, clear rules relating to 
transfer of requests to “non-phased in” bodies, and intense public 
education explaining the approach.

Sustaining the Demand Side

Although the focus of this chapter is the “supply side,” without an 
equivalent demand for information, government will inevitably stop 
directing human and financial resources toward the implementa-
tion and administration of an access to information regime. Thus, 
the response from civil society needs to be energetic, committed, 
and long term. Through recent experience, we have seen that strong 
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access to information through the law remains and is led by the 
ODAC, alongside other NGOs such as SAHA and the Treatment 
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E-government around the world: Lessons, challenges, and
future directions

Paul T. Jaeger*,



2. Future challenges for E-government

Though this symposium issue has presented discussions of interesting and innovative
e-government initiatives, e-government still faces many challenges as it continues to de-
velop. In designing and implementing e-government sites, a government must consider
elements of policy, including regulatory issues, economic issues, and the rights of users.2
One U.S. General Accounting Office report specifically listed the

7ne



succeed, there must be both universal service, which indicates



● Preventing e-government from lessening responsiveness of government officials. In
many ways, it is easier to ignore a piece of email than it is a human being. Electronic
interaction with a government cannot be allowed to become a way for government
employees to be less responsive to citizens. If government officials become less
responsive because they are not physically seeing or speaking to the citizens they serve,
then e-government would be serving to make government administration less transpar-
ent and responsive.

● Preventing e-government from lessening responsibility of government officials.
E-government creates ways in which government officials could use technology to
avoid taking responsibility for their duties. As anything available on an e-government
site can be taken down or altered with little evidence that corrections were made, there
may be
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unaddressed. Studies such as those in this symposium issue are valuable to the conceptual-
ization and application of current and future e-government projects, regardless of where the
projects occur.
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Privacy rights and protection: foreign values in modern Thai context
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Abstract. The concept of privacy as a basic human right which has to be protected by law is a recently adopted
concept in Thailand, as the protection of human rights was only legally recognized by the National Human
Rights Act in 1999. Moreover, along with other drafted legislation on computer crime, the law on privacy
protection has not yet been enacted. The political reform and the influences of globalization have speeded up
the process of westernization of the urban, educated middle-class professionals. However, the strength of
traditional Thai culture means that a mass awareness of the concept of privacy rights remains scarce. This paper



Western military uniforms, costumes and royal
regalia were much admired and assimilated into Thai
culture. So, this meaning corresponds to the concept
of ‘privacy’ in Thai language of ‘being private’ or
‘living privately’ (khwam pen yu suan tua).

It is important to further notice that this concep-
tion of privacy is basically collectivistic – not, as
Westerners tend to assume, individual. That is, as
Ramasoota makes clear, ‘being private’ in traditional
Thailand applies primarily to the shared family space
in which family members undertake a wide range of
activities – including rituals, cooking and eating, and
sleeping – as demarcated from the world outside: ‘‘It
is the kind of privacy that is shared by intimate
members of the same household. By this token,
individualistic privacy is said to have no place in
traditional Thai culture.’’2

Niels Mudler likewise points out that privacy and
individualism are Western concepts that are not



profuse apologies, formal turn-taking during negoti-
ations and other deferential yet obligatory protocols.7

In Thai culture, there is a whole series of protocols
ranging from body language, spoken and written
communications, and prescribed manners – all aim-
ing at ‘showing respect’ or ‘saving face’. Therefore,
the notion of privacy in traditional Thai society could
be close to ‘saving face’ (‘raksa-na’) in which ‘hai-
kiad’ (to give honor or respect) represents the
valuable currency. The more ‘kiad’ and ‘na’ (honor
and face) a person receives, the higher the status,
power and social credit the person has acquired in
that society.

The combination of privacy as ‘private affairs’
(‘rueng-suan-tua’) and the right of ‘non-interference’
works in support of ‘saving face’ – and hence, inter-
ference by outsiders is interpreted as a ‘disrespect’
that is dangerous insofar as it can lead to ‘losing
face’. In this light, the Thai Prime Minister’s reac-
tions of outrage against the US Congressional report
on human rights violations during the country’s ‘war
on drugs’ was perceived by most Thais as quite jus-
tifiable.8 Paradoxically, the interference in ‘private
affairs’ is welcome and acceptable when conducted
with ‘saving face’ (‘raksa-na’) motivation. Fre-
quently, a third party (who has a lot of ‘face’) may be
asked to help in reconciling a high level of
confrontational negotiation which, if not properly
managed so as to ‘saving face’ on both sides, may
slide into an aggressive and violent conclusion, e.g.
the disputes between neighboring countries over
frontiers and claims to natural resources in Asia.

Buddhist perspectives on privacy rights

According to Buddhism, human beings have no rights
in the sense that we are not born with automatically
endowed human rights such as privacy rights and
protection. In Buddhism, the rights of ownership of
land, water, lake, trees, natural resources and even our
own bodies are all illusory, but which we accept as
necessary for operating at this realm of existence.
They are social conventions for getting on with life
and the pursuit of personal development, self-
improvement and ultimately enlightenment. So, the
concepts of human rights and privacy rights are per-
ceived as man-made, whereby the corresponding

social and legal norms have been developed to enable
the achievement of personal and societal objectives.
But this does not mean that Buddhism ignores the
sanctity of life, animals, other living beings or the
whole of nature. Indeed, Buddhists texts are full of
teachings on moral and respectful conduct towards all
sentient beings and the law of karma warns the
transgressors of the results of bad karma (actions).

The Buddhist precaution reflects the fact that man-
made rules and laws would inevitably be in conflict
within themselves as these are created to serve human
avarice; so these mechanisms are fragmented and
reflect the prevailing force in the society. This would
lead to further competition and aggressive posturing
for protecting and furthering the interests among
various groups. Phra Dhammapitaka points out the
underlying flaw of Western approaches by the
example of the concept of ‘equality’.9 This concept
should be democratically interpreted as sharing
together in times of ‘suk-lae-duk



livelihood in which all types of transgressions and
bad karma are forbidden and subject to the law of
karma.



future political crisis.18 This is the first Constitution
in Thailand that guarantees fundamental rights and
liberties, human dignity and human rights. A point of
interest: the Official Information Act, motivated by
the need to limit the power of state officials and
government, was enacted in September 1997, one
month ahead of the Constitution.

The Official Information Act 2540 (1997)

The Official Information Act (1997) guarantees all
citizens the ‘right to know’ and ‘right to privacy’
and protection under Article 58 which states: ‘‘A
person shall have the right of access to public
information in possession of a State agency, State
enterprise or local government offices.’’19 But there
is the usual exception, i.e. when the disclosure of
official information shall affect the security of the
State. The ‘right to privacy’ is recognized in Article
34 which states: ‘‘A person’s family, rights, dignity,
reputation and the right of privacy shall be pro-
tected.’’ However the law is applicable to only
public sector entities and official information in their



people have realized that information technology is
like a double-edged sword: whatever its benefits,
obviously IT can also be dangerous in the hands of
corrupt officials and computer hackers. Among civil
society activists, academics and professionals,
human rights workers and concerned citizens, the
implementation of the smart ID cards project,
especially without the prior enactment of the draf-
ted Data Protection Law, means a big blow to the
‘right to privacy’ – especially to those who have
health conditions (i.e. HIV/Aids and chronic dis-
eases), and to those with criminal records and/or
bad driving records.21 The delay in passing the
relevant computer laws also hampers the progress
in electronic commerce and diminishes the private
sector’s confidence in the government’s commitment
to protecting privacy rights.

A survey of websites’ privacy policies was
conducted in February 2003 by the ICT Laws
Development Project.22 The result indicated a very
low level of awareness in privacy protection: among
government agencies, only 3 out of 159 official web-
sites had a published privacy policy. About 10% of
the total 759 websites contained a privacy policy;
26% of financial institution websites and free services



would have to apply for the ID cards within one
year.25

The debates on smart ID cards cover three main
themes, namely, the planning of the project, the lack
of data protection legislation, and the negative
repercussions of privacy violations. Gartner’s analyst
has expressed concern over the inadequate planning,
complex funding structure of the project and the lack
of proper consultations with experts and non-exis-
tence of any pilot schemes.26 Civil rights groups and
legal experts have pointed out that Data Protection
Law has not been enacted so there is inadequate legal
protection against unauthorized access and misuse of
personal data which lead to the ‘loss of control’ over
personal data. The civil rights groups’ utmost fear is



million prepaid mobile phone users have had to reg-
ister and provide personal information to mobile
phone operators from May 10, 2005, at the cost of
having their mobile phone signals terminated tem-
porarily; these measures would also apply to for-
eigners going to the South. Serious objections to the
government plan include the questions regarding the
effectiveness of the measures in increasing national
security and the fear of the misuse of personal data.32

Furthermore, the government registration scheme of
initial enforcement in the Southern provinces has
irked local people. The vice-president of the national
Muslim Youth Council pointed out that the
insurgents could switch to using remote controls or
timers.33 Insurgents would also likely opt for
Malaysian SIM cards, as the black markets on both
sides of the Thai–Malaysia border continue to do a
brisk business and contraband mobile phones have
been smuggled through check-points.34

On the other hand, the National Human Rights
Commission has warned against the scheme on the
grounds of human rights violations. The Upper
House of Parliament’s Select Committee on Justice
and Human Rights has expressed the concern that
owners of stolen mobile phones would become
potential suspects during the first 7 days of arrest and
police investigation. However, the Deputy Prime
Minister insisted that the government could proceed
with the scheme for safety and security reasons.35

The registration of SIM cards for prepaid mobile
phones has significantly raised public awareness of
privacy rights, as the 22 million users come from all
cross-sections of the society, i.e. farmers, fishermen,
laborers, housewives, traders, bar-girls and dancers,
hair dressers and masseurs, and so on. The debates
on this topic in the press and some web-boards have
been somewhat divided between those who see that
‘security is worth the cost of inconvenience’ and those
who think that ‘the government has done it again’.
Some overseas telecommunications experts and

expatriates living in Thailand have also joined in the
debate and contributed some policy and technical
recommendations.36 There was also a hint of some
cynicism in the sense that the scheme was designed as
a ploy to make the mobile phone markets less com-
petitive and to drive out small operators who could
not bear the costs of creating and managing data-
bases of mobile phone users.

The delay of the enactment of Data Protection
Law has discredited the government’s intention
regarding the protection of human rights. Had the
Law been enacted, the smart ID cards project would
have faced serious legal hurdles and been subject to
several modifications with regards to privacy pro-
tection for both the public and private sectors. This
would have allayed the criticisms against the regis-
tration of SIM cards, which has no legal basis for
enforcement.37 This fact has made small operators
fearful of legal actions by consumers and they have
urged the government to put the order in writing
instead of verbal announcement. After the ‘Septem-
ber 11’ tragedy, the government’s measures for
combating terrorism would likely infringe upon basic
human rights and civil liberties in the name of
national security and public security.38

Conclusion

Thailand’s four Southern provinces had been rela-
tively peaceful until the government volunteered Thai
troops to Iraq upon the request of the US – for
humanitarian purposes, but without waiting for the
UN General Secretary’s deliberation on the matter.
Many findings on the problems in the South stressed
the root causes as cultural factors – specifically, as the
actions of government officials, police, and military



Fortunately, on the other side of the coin, the
ethnic Chinese living in Thailand share very similar
cultural values with Thai people – in part, because
they have been influenced by Buddhism. The Thai
values of patronage, ‘saving face’, and reverence for
elders and people in ‘high’ places, are similar to
Confucian values of ancestor reverence, respect for
‘face’, responsibility, loyalty, modesty and humility.
Both cultures seek to avoid confrontation and would
strive to ‘save face’ by showing respect or kiad to
elders and people of high rank (tee-soong) – all in
order to create harmony and balance in society. The
Chinese and Thais also have elaborate ceremonies
and social rituals to ‘give face’ or honor others and to
‘save face’ in order to maintain social relationships.

An example of how important ‘face’ is among Thai
politicians can be seen on their birthdays. The num-
ber and ranks of well-wishers would be noted by
other guests and members of the press. It is not
uncommon for a politician to receive between 500
and 1000 guests for the day: the VIPs would include
members of the Cabinet, top civil servants, policemen
and military commanders, businessmen and political
parties’ leaders. But the most important guest is the
Prime Minister. His absence would generate political
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Dashed Expectations: Governmental
Adaptation to Transparency Rules

ALASDAIR ROBERTS

1. TWO BOLD CLAIMS

IN JANUARY 2005, THE UNITED KINGDOM’S FREEDOM OF INFORMATION

ACT CAME INTO FORCE, providing British citizens with a limited but justi-
ciable right to information held by public bodies. The Blair Government
promised that the new law would make two important contributions to
British political life.

The first would be a fundamental change in the predispositions of
officials regarding the release of government information. It had become
commonplace to blame major policy failures—such as mismanagement
of the BSE crisis (BSE Inquiry 2000: 248; Department for Environment
2001: 110) and the deaths of young patients at Bristol Royal Infirmary
(Bristol Royal Infirmary Inquiry 2001: 271)—on the ‘culture of secrecy’
within the public service, and hence to regard the promotion of a ‘culture
of openness’ as a critical reform. Tony Blair himself promoted the FOIA
as a tool to break down the ‘traditional culture of secrecy’ within the UK
government and produce a ‘fundamental and vital change in the rela-
tionship between government and governed’ (United Kingdom 1997:
Preface). In 1999, Home Secretary Jack Straw lauded the law as a land-
mark in constitutional history that would ‘transform the default setting’
of secrecy in government (Straw 1999). Shortly before its implementation,
Lord Chancellor Charles Falconer presented the FOIA as a ‘challenge to
a culture that was deeply ingrained in all too many parts of the public sec-
tor’. The statute, he predicted, would lead to ‘a new culture of openness:
a change in the way we are governed’ (Falconer 2004a).

This fundamental ‘change in the way we are governed’ was expected
to produce a follow-on effect: the restoration of public trust in govern-
ment. As in most of the other advanced market democracies, trust has

Proceedings of the British Academy 135, 107–125. © The British Academy 2006.
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been on a long decline in the United Kingdom (Pharr, Putnam et al. 2000;
Beetham 2005: 61–8). Measures to encourage openness were expected to
encourage a reversal of the trend. FOI legislation, Lord Falconer said in
February 2004, would let the public see ‘that the Government has noth-
ing to hide’, and this would lead to ‘increasing trust in our public institu-
tions’ (Falconer 2004b). The linkage between a ‘vigorous commitment to
freedom of information’ and the ‘renewal of trust’ (Falconer 2003) was
often made in the months before implementation of the law.

British policy-makers were not alone in claiming that FOI legislation
would produce these two benefits. In the Anglo-American democracies
that had already adopted similar laws, it was commonplace to suggest
that the aim was to encourage a ‘culture of openness’ in public institu-
tions. (‘The culture of FOI’, said an Australian High Court justice, ‘is a
culture which asks not why should the individual have the information
sought, but rather why the individual should not’ (Kirby 1997).) Shortly
after the adoption of the Irish FOIA, Information Commissioner Kevin
Murphy observed:

The Freedom of Information Act has been variously described as heralding ‘the
end of the culture of public service secrecy’ and as a ‘radical departure’ into a
brave new world of public service openness and transparency. . . . [I]t is a fact
that the enactment of the FOI Act does mark a radical departure from one style
or culture of public service to another. (Murphy 1998)

Similarly a series of studies by the Organization for Economic
Cooperation and Development promoted the adoption of FOI laws by
OECD states as one way to restore flagging trust in government (OECD
2000; OECD 2002).

In practice, the probability that the adoption of an FOI law will lead
to cultural change or improve trust is small. Experience has shown that
the governing institutions in Westminster systems are particularly
resilient, and capable of rejecting alien transplantations such as FOI laws,



tion that was previously withheld by government. Citizens and non-
governmental groups will find FOIA to be a useful tool for extracting
details about governmental decision-making. In this way, FOIA will deter
arbitrary bureaucratic behaviour and create new opportunities to inter-
vene in the process of governmental policy-making. Nonetheless, we
should not forget the critical point: the FOIA is principally a tool for reg-
ulating the struggle for control of government information. It does not
eliminate this conflict, or reduce the political salience of complaints about
governmental secrecy.

2. HOW GOVERNMENTS ADAPT

In making these broad claims about the likely effect of FOIA, policy-
makers have underestimated the resilience of governmental systems. We
know from experience that public institutions have an impressive capacity
to resist innovations which challenge the status quo (Hay and Wincott
1998). Actors whose influence is threatened by a new policy do not cease to
resist its impositions after its formal adoption. Rather than overturning
institutionalpracticesandcultures,newadministrativeprocedures required
by law may simply be tailored to fit within them. We have seen these patterns
of resistance and adaptation in countries with older FOI laws.

The systemic responses that have followed the introduction of FOI
laws in the Anglo-American democracies can be broken into two broad
categories. The first comprises responses which attempt a direct challenge
to the right to information, by amendment of the law or regulations. The
second, less easily observed but perhaps more important, consists of
informal administrative responses which, while maintaining a public pre-
tence of conformity to the law, have the effect of limiting its significance
in practice.

2.1 Formal Challenges to the Right to Information

Formal challenges to the right to information comprise those efforts which
are aimed at an explicit elimination or restriction of the entitlement.
Because these challenges sometimes require legislative approval, or at the
very least (as in the case of regulatory changes) public notification, they
often attract substantial public attention. They are, therefore, a politically
costly way of resisting the demand for transparency.
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2.1.1 Legislative Amendment

Some governments have attempted to amend the legislation that creates a
right to information. One illustration is the recent decision of the Irish



2.1.2 Interpretation and Litigation





Gomery inquiry, to investigate allegations of corruption within major
advertising and promotional programmes over the preceding decade. One
key issue was the extent to which officials had responded to ATIA
requests filed by journalists attempting to cover the story. Testimony
uncovered an instance in which officials had created expenditure guide-
lines for release in response to ATIA requests. The guidelines ‘had cos-
metic values and purposes’; they were intended to convey an impression
of bureaucratic regularity regarding a decision-making process that was
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were abandoned [and] minutes of key decisions were never taken’
(Oborne 2004)—and which had apparently taken root well before the
implementation of the United Kingdom’s FOIA.

A second caveat relates to the impact of new information technologies
on record production. In a sense, concern about the rise of an ‘oral
culture’ is profoundly mistaken: by sheer volume, modern bureaucracies
generate more digital and paper records than ever before. In part this is
because of technologies such as email which capture interactions which
had never been recoverable previously: conversations which once might
have been undertaken in person or by telephone are now ‘a matter of
record’. (On the other hand, journalists have complained that officials
now routinely ‘RAD’—that is, ‘read and delete’—potentially sensitive
emails (Lavoie 2003; Weston 2003).) Internal databases also make vast
amounts of transactional data generated by government officials—such
as information about inspections, and regulatory or benefits decisions—



(An ‘interesting’ request was said to be ‘one where media attention had
been paid to the issue or there is a potential for the Minister to be asked
questions before the House [of Commons].’) A list of ‘interesting’ requests
was reviewed weekly by a group that included representatives of the
Minister’s office and the department’s communications office. Especially
interesting requests required special handling by communications staff,
whose task was to prepare a media strategy to anticipate difficulties
following disclosure of information, and also review by ministerial staff
before release. ‘We lost control . . . of the process once Communications
had it in their process,’ the most senior ATIA officer told the inquiry:

So once [the ATIA office] has completed the processing of the file we would
send a package to Communications Branch . . . They would then circulate it to
the deputy’s office and the Minister’s Office. When that was done we would get
a coversheet back—it was a coversheet for their media lines—and that would
be our notification that we could make the release. (Gomery Commission
2004b: 3659–65; Gomery Commission 2004a: 6537–639)

By 2004 it was clear that all major ministries in Canada’s federal
government maintained similar procedures. Politically sensitive requests
were tagged and vetted by ministerial and communications staff before
the release of information, and ‘communications products’ designed to
respond to potential difficulties would be prepared. Requests from
journalists and opposition party researchers were routinely tagged for
sensitivity. In many cases the process of preparing a communications
strategy and allowing ministerial review added substantial delays to the
processing of these requests (Rees 2003; Roberts 2005a).

The practice of segregating politically sensitive requests is highly
formalized: the Gomery inquiry showed that the Public Works depart-
ment, like others, had detailed flow charts showing how these requests
were to be dealt with. Furthermore, the process of political management
is facilitated by technology. Each major department maintains an elec-
tronic case management system that is capable of isolating politically sen-
sitive requests. In addition the Canadian government maintains a
government-wide database which allows officials in central agencies—
including communications staff in the Cabinet office—to monitor the
inflow of requests from journalists and opposition parties. There is, there-
fore, the possibility of a second level of review, triggered when central
agency officials consider that a request may raise political difficulties for
the government as a whole (Roberts 2005a).

Other governments with established disclosure laws have developed
comparable routines for managing politically sensitive requests. Research
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has not been done that would determine whether, in countries such as
Australia and New Zealand, these routines are as highly institutionalized
as in Canada. Nevertheless the practice of segregating sensitive requests
to allow review by political and communications advisers appears to be
widespread. Concern over sensitive requests is said to be part of a larger
preoccupation with ‘spin control’ in the parliamentary democracies
(Roberts 2006: 82–106).

2.2.3 Other Release Strategies

Some governments have developed even more aggressive tactics for mini-
mizing the political consequences that might flow from disclosure. For
example, Irish journalists have complained that government departments
have encouraged other reporters to duplicate their requests for docu-
ments—a step that improves the department’s ability to ensure a ‘more
sympathetic spin’ on the story (Rosenbaum 2004). Ireland’s Justice
Minister acknowledged in 2004 that he had ‘pre-released’ information
requested by opposition politicians to friendly journalists, telling the
Parliament that he would not allow ‘my opponents to spin against me
without having at least the opportunity to put my side of the story into
the public domain’ (Dáil Debate, June 1, 2004). One Irish department
began posting details about new requests, including journalists’ identities,
on its website, a practice which the department defended as an advance in
transparency but which journalists condemned as a tactic to reduce the
‘scoop value’ of an information request (Brennock 2003; Lillington
2003).

2.2.4 Under-resourcing of FOI Offices

There are more prosaic ways in which bureaucracies can undercut the
right to information. The failure to provide adequate resources for pro-
cessing FOI requests may mean substantial delays in the disclosure of
information. In many cases the value of such information may be sharply
diminished as a result of such delays. This is most obviously the case
when the information is sought by journalists or opposition researchers
for use in a current, but transient, policy debate.

The effect of under-resourcing became clear in Canada’s federal
government in the mid-1990s. Budgets for the administration of the
ATIA were cut as a part of a broader programme of retrenchment in
‘non-essential’ spending that followed the election of the Liberal govern-
ment in 1993. The result was a significant lengthening of the time
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required for processing information requests. By 1997, Canada’s
Information Commissioner regarded the problem of delay as one of
‘crisis proportions’. Paradoxically, the Commissioner’s authority was also
undermined by the cutbacks: the increased caseload within his office
meant that the time required for resolution of delay complaints also grew
(Roberts 2002). Under Canadian law, the Commissioner’s own budget is
set by the government as well. The Commissioner has complained for
several years that his enforcement powers have been undercut by the
unwillingness of central agencies to provide his office with adequate
funding (Information Commissioner of Canada 2004: Ch. 6).

2.2.5 Restructuring of Government Services

Finally, FOI laws have been undercut by governmental experiments
with new modes of delivering public services. The problem has at least
two dimensions. Many countries have experimented with the use of
quasi-governmental organizations, including industry-run associations,
to provide services or perform regulatory functions. (Canada, for exam-
ple, transferred air traffic control to a quango known as Nav Canada—
one of many set up by the federal government in the late 1990s.) Most
FOI laws are not designed to accommodate quasi-governmental organi-
zations. In some countries, governments must make an explicit decision
to include newly created organizations under the law, and have refused
to do so.

The growing emphasis on contracting-out of service production raises
similar difficulties. Most laws do not recognize a right to records held by
contractors. Several governments have also negotiated contracts that con-
tain confidentiality clauses intended to prevent the disclosure of contracts
themselves. For example, Australian governments were sharply criticized
for their willingness to accede to confidentiality restrictions while negoti-
ating contracts for the operation of private prisons in the 1980s and 1990s
(Freiberg 1999).

Experiments with private provision of public services have not been
driven mainly by the desire to evade disclosure requirements. On the other
hand, the emphasis on ‘alternative service delivery mechanisms’ has been
motivated by a broad frustration with the burden which internal ‘red
tape’ is thought to impose on conventional bureaucracies, and disclosure
rules represent one part of this burden. The erosion of disclosure law is
part of a broader crisis in public law: as the traditional public sector is
fragmented into a multiplicity of organizational forms, it is difficult to
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decide which forms should be subject to established accountability
mechanisms such as FOI law, and which should not (Roberts 2001).







media. To the extent that perceptions of secretiveness corrode trust in
government, FOI law may therefore have an effect that is quite contrary
to that anticipated by policy-makers.

There is another reason why this may be true. The advent of an FOI
law will also encourage the emergence of a specialized ‘policy commu-
nity’ (Richardson and Jordan 1979) that is skilled in identifying weak-
nesses in FOI laws and advocating better laws. Some journalists will
become FOI specialists; so, too, will researchers in public interest organ-
izations and opposition political parties. Philanthropies may eventually
provide funding to some parts of this community. In the United States,
for example, the adoption of a national FOIA, as well as several other
disclosure laws, has been followed by the emergence of a substantial and
relatively well-funded community of organizations that specialize in the
use of the laws (Roberts 2006: 119).

The law contributes to the emergence of this policy community in a
more direct way: by creating the office of the Information Commissioner.
As a quasi-judicial officer the Commissioner obviously must take a
measured position on the question of secretiveness. But most commis-
sioners recognize that they have an ‘educative function’, and make state-
ments regarding proposed changes to government policy which are taken
as cues for advocacy by other members of the policy community (Roberts
1996). The commissioner’s rulings will also become the subject of news
coverage, particularly when they conform to the rhetoric of secretiveness.

4. IS THERE A CASE FOR FOI LEGISLATION?

It is difficult to make a case for FOI legislation which naturally appeals to
ministers and senior bureaucrats. One of the intended effects of FOI law
is to weaken their monopoly over governmental information, and there-
fore their power; unless bound by an unambiguous promise made while
in opposition (as Britain’s Labour government was in 1997) or by the
imminent threat of parliamentary defeat (as Canada’s Liberal govern-
ment was in 2005), there is little incentive for policy-makers to take
seriously the notion of introducing or improving law that guarantees a
right to government documents.

The two arguments described at the start of this chapter—that FOI
law will promote a culture of openness and improve trust—at least had
the advantage of assuring policy-makers that they might reap some
benefit from the law. These arguments seem to promise the advent of a
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world in which conflict over information is superseded. FOI law is
expected to produce a new and more harmonious relationship between



inability to govern effectively (in the case of officials). The polarization of
conflict over access to information may limit the ability of policy-makers
and policy advocates to agree on the adjustments that are periodically
required in any policy in light of experience and changing circumstances.
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